
 
E Safety Mapping:  
Area: Topic: Years: Staff: 
PSHEE/Aspiring 
Futures 

E-Safety Talk 
 
Portsmouth University lead a presentation which 
highlight the online dangers and practical advice on how 
to stay safe. 
 

7-10 Portsmouth 
University 

PSHEE/Aspiring 
Futures 

Production: ‘Chelsea’s Choice’ 
 
A production company presents a piece of drama which 
highlights the dangers of online grooming and cyber 
relationships. 
 

8 
(plans to 
extend to 

all KS3) 

VEH, MHU 

PSHEE/Aspiring 
Futures 

Prevent & Tolerate SOL 
 
Designed and presented by the police, students are 
informed of how to protect themselves from online 
radicalisation and prevent exposure to organisations 
promoting terrorism. 
 

7-9 Police 
(Hampshire 

Constabulary) 
 

VEH 

PSHEE/Aspiring 
Futures 

Operation Hindsight/Act Now  
 
Designed and presented by the police to follow on from 
the ‘Prevent & Tolerate’ SOL, students are informed of 
how to protect themselves from online dangers.* 
 

10-11 Police 
(Hampshire 

Constabulary) 
 

VEH 

PSHEE/Aspiring 
Futures 

Personal Details online 
 
The year 8 course contains a section where keeping 
personal details private and exploring how details can be 
shared 
 

8 AHI 

PSHEE/Aspiring 
Futures 

Cyberbullying 
 
The year 9 course contains a section where the 
cyberbullying is discussed as an instant and unretract 
able once posted online. 
 

9 AHI 



 
PSHEE/Aspiring 
Futures 

E-Safety 
A combination of the above two topics is revisited to 
cement protocols and procedures. 
 

10 DLU 

Personal 
Development 
Day 

Sex and Healthy Relationships Day 
Session led by a CEOP trained instructor on E-Safety and 
child exploitation. 
 

10 VEH 

Whole school 
Assembly 

‘Right to Privacy’ 
An assembly presented to highlight, explore and inform 
students on the dangers of online privacy. 
 

7-11 SLT 
(CDO/MHU) 

KS3 Assembly ‘Sexting’ 
An assembly presented to highlight, explore and inform 
students on the dangers of ‘sexting’. 
 

7-9 MHU 

Computing Year 7 Computing Curriculum: 
- Cyberbullying (accessory and bystander)  
- Viruses (prevention and types) 
- Sharing of personal information online 
- Online predators 
- Digital citizenship 

 

7 LDR, GAN 

Computing Year 8 Computing Curriculum: 
Dangers of teenage internet use. Including: 
 

- Social networking (Facebook & Twitter etc) 
- Online shopping 
- Online gaming 
- YouTube 
- Instagram 

Also: 
- Internet safety 
- Safe online surfing 
- Fraud (‘Catfish’) 

 
 
 
 

8 LDR, GAN 



 
Computing Year 9 Computing Curriculum: 

- Cyberbullying 
- Trolling 
- Data protection act 
- Copyright laws 
- Phishing 

 

9 LDR, GAN 

Whole School Rights Respecting School 
Provides an agreed framework for students to follow 
which also forms general principles that allow students 
to safe online. 
 

7-11 DLU 

School website Safeguarding 
ALNS website includes a section on safeguarding which 
has a focus page on ‘internet safety’ and provides a link 
to the CEOP website where resources are available for 
parents, teachers and students. 
 

7-11 MHU, SFE, 
GAN 

Whole School ALNS Digital Citizen Contract 
All ALNS students and parents must sign a digital 
contract (as part of the ALNS home-school agreement) 
that binds the student to abide by the ALNS Digital 
Contract which provides guidance and stipulations on 
how to be e-safe. 

7-11 MHU, GAN 

New Staff 
Induction 

E-safety 
As part of the new staff induction programme, the ALNS 
Child safety Officer and Leader of the ICT Curriculum 
guide new staff the procedures of identifying and 
reporting cyberbullying as well as exploring and 
discussing their own e-safety. 

Staff MHU, GAN 

Whole staff 
Training 

Safeguarding Training 
Staff must undertake safeguarding training every two 
years. An important aspect of the training (which is 
assessed) is focused on e-safety 

Staff MHU, SFE 

 


